**Protokol o předání certifikátu serveru pro SSL autentizaci v CRS**

Pro povolení přístupu do Dotazovacího systému centrálního registru smluv předává níže uvedená pojišťovna Generálnímu finančnímu ředitelství komerční certifikát vydaný akreditovanou certifikační autoritou, který umožňuje SSL autentizaci klienta.

|  |  |
| --- | --- |
| Pojišťovna (název, sídlo): |  |
| Způsob předání certifikátu:  Název vydávající certifikační autority:  Sériové číslo certifikátu: | Certifikát ve formátu DER jako soubor s příponou “.cer.txt“ emailem na adresu [adis@fs.mfcr.cz](mailto:adis@fs.mfcr.cz) |
| Pojišťovna prohlašuje, že uvedený certifikát bude používat pro zabezpečený přístup do Dotazovacího systému centrálního registru smluv Generálního finančního ředitelství. Dále prohlašuje, že v případě kompromitace soukromého klíče náležejícího k certifikátu oznámí neprodleně tuto skutečnost Generálnímu finančnímu ředitelství prostřednictvím Datové schránky. | |
| Jméno a příjmení 1): |  |
| Podpis : | Razítko: |
| Datum: |  |

1) Podepisuje osoba, která je oprávněna jednat jménem pojišťovnyZpůsob předání protokolu: vyplněný a naskenovaný protokol zašlete do datové schránky GFŘ